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Privacy preserving genome analysis using context trees

Lieneke Kusters  Tanya Ignatenko
Eindhoven University of Technology

Introduction  Genome analysis has many applications of which well known examples are identification and personalized medicine. However, the genetic data should be treated with care as it can reveal information that is considered privacy sensitive, such as kinship, ethnicity, and predisposition to certain diseases. Such information can be misused for genetic discrimination, for example by employers and insurance companies.

Recently, more and more genetic data is being collected and analyzed, and protection of this sensitive information becomes a high priority. The protection of the genetic data has many specific challenges [EN14]. Most importantly, the genetic data is unique and reveals information that can uniquely identify the corresponding individual. Therefore, traditional anonymization techniques are not applicable. Proposed solutions vary from cryptographic techniques, to techniques that guarantee information theoretic privacy.

We propose to use compression techniques which we apply for genetic sequence comparison, while at the same time information theoretic privacy is guaranteed.

Methods  In this work we focus on sequences that correspond to genes, and thus encode certain functionalities. We assume that the codes are sequential and use context trees [WST95] to model the sequences. A context tree is a statistical model which stores the probabilities of symbols given their context. The context of a symbol is in this case defined by its preceding symbols in the sequence. We can vary the model complexity by increasing or decreasing the depth \( D \) of the tree, where \( D \) corresponds to the length of the context.

We evaluate both utility and privacy performance of the context tree models. We evaluate the utility performance of our models on distinguishing sequences corresponding to different genes. We construct the model corresponding to each sequence and then estimate the sequence similarity based on KL-Divergence [CT06] of the respective tree models. Finally, we use a threshold to distinguish whether a sequence corresponds to the same or to a different gene. The privacy performance results from the generality of the models. That is, each tree model actually represents a set of sequences that correspond to the same class. An adversary cannot distinguish the actual source sequence from any other sequence in the same class, and thus uncertainty remains about the original sequence. We measure the resulting privacy performance as equivocation [SRP13], defined as \( E(x) = H(x) = \log_2 |T| \), with \( |T| \) the number of sequences that correspond to the same model.

Results and conclusion  We perform experiments on annotated genes in the human genome. We construct context tree models of various complexities corresponding to each sequence and evaluate the performance on distinguishing between similar and non-similar sequences. Furthermore, we calculate the equivocation corresponding to each model. The results can be seen in the Figures above. Clearly, increased model complexity results in improved classification performance, while at the same time privacy performance decreases. Therefore, a trade off must be considered between privacy and utility performance, and an appropriate model complexity must be selected depending on the application.

References


