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SAMENVATTING

Het ISDN Signalling Control Part (ISCP) is een nieuw netwerk signalerings­
protocol voor het ISDN. De ontwikkeling van dit protocol bevindt zich nog
in de beginfase en beslaat een omvangrijk onderzoeksgebied.
Binnen de projectgroep Signalering van het PTT Research Neher Labora­
torium wordt o.a. onderzoek verricht op het gebied van signaleringspro­
tocollen. Een onderdeel van dit onderzoek is gericht op de study van het
ISCP protocol. Dit afstudeerverslag beschrijft adresseringsconcepten 'lloor
het ISCP, een belangrijk aspect van dit protocol.

De ISCP architectuur zal worden gestuctureerd volgens de OSI Applica­
tielaag structuur om zich gemakkelijk aan te kunnen'passen aan het grote
aantal nieuwe ontwikkelingen binnen het ISDN. Signaleringsinformatie van
betekenis op de eindpunten (call control informatie) is gescheiden van sig­
naleringsinformatie die ook betekenis heeft op tussenliggende punten (con­
nection control informatie).
Tevens zal de ISCP architectuur afgebeeld worden op de Signaleringssysteem
No.7 (SS7) protocollen SCCP en MTP. Dus, adresseringsconcepten voor het
ISCP zullen zowel aan OSI adresseringsprincipes als aan SS7 adresserings­
principes moeten voldoen.

Adresseringsconcepten voor het ISCP kunnen worden opgesteld d.m.v. on­
derzoek naar het afbeelden van adresseringsparameters van ISCP architec­
tuurelementen op adresseringsparameters van de SS7 Message Transfer Part
(MTP) level 3 en Signalling Connection Control Part (SCCP) netwerk pro­
tocollen.

Een directe afbeelding van adresseringsparameters van ISCP architectuure­
lementen op adresseringsparameters van het SS7 MTP level 3 en SCCP is
niet mogelijk. Vier mogelijke oplossingen zijn onderzocht.

Hierbij moet een afweging worden gemaakt tussen technische elegantie (vol­
doen aan OSI Applicatie Laag Structuur principes) en bruikbaarheid (niet
te groot aantal nieuw te ontwikkelen protocollen). Van eerste naar laatste
oplossing neemt de technische elegantie af maar neemt de bruikbaarheid toe.

1. defenitie van een interface (SS7 Intermediate Service Part) tussen de
ISCP architectuur en het SS7 SCCP en MTP. Deze interface moet



voorzien in gelijkwaardige adresseringsparameters als de verzameling
van OSI Presentatie, Sessie en Transport laag adresserings parameters

2. gebruik van een nieuw protocol gebaseerd op het OSI ACSE: het Sig­
nalling Association Control Service Element (SACSE). Waarschijnlijk
zal dit protocol ook gebaseerd zijn op het SS7 TCAP waardoor recht­
streekse afbeelding op het SCCP mogelijk wordt

3. gebruik van het SS7 TCAP zodat rechtstreekse afbeelding op het SSCP
mogelijk wordt. Nadelen in dit geval zijn: de call control en connection
control functions zullen gebaseerd zijn op ROSE en minder addresse­
rings mogelijkheden zijn beschikbaar in vergelijking tot ACSE

4. gebruik van TCAP en een aangepaste versie van ISUP; TCAP te ge­
bruiken voor het call control gedeelte van de ISCP architectuur en een
aangepast ISUP voor het connection control gedeelte. Het call control
gedeelte wordt dan afgebeeld op het SCCP en het connection control
gedeelte op het MTP level 3



ABSTRACT

The ISDN Signalling Control Part (ISCP) is a new network signalling pro­
tocol for the ISDN. The development of the ISCP is still in an early stage
and covers a large area of investigations.
The Signalling project group of PTT Research Neher Laboratory conducts
investigations, among others, into signalling protocols. Part ofthese investi­
gations is the study of the ISCP protocol. This graduation report describes
addressing concepts for the ISCP, an important aspect of this protocol.

The ISCP architecture will be structured according to the OSI Applica­
tion Layer Structure to be able to adapt itself to tpe numerous evolutions
of the ISDN. Signalling information of end points significance (call control
information) is separated from signalling information of transfer points sig­
nificance (connection control information).
Furthermore, the ISCP architecture will be mapped onto the Signalling Sys­
tem No.7 (SS7) SCCP and MTP protocols. Thus, addressing concepts for
the ISCP will have to meet not only OSI addressing principles but also SS7
addressing principles.

The addressing concepts for the ISCP are provided by means of examin­
ing the mapping of addressing parameters of ISCP architecture elements,
discriminating call control information from connection control information,
onto the addressing parameters of the SS7 Message Transfer Part (MTP)
level 3 and Signalling Connection Control Part (SCCP) network protocols.

A direct mapping of addressing parameters of ISCP architecture elememts
onto addressing parameters of the SS7 MTP level 3 and SCCP is not possi­
ble. Four possible solutions are examined.

When considering these solutions one must weigh technical elegance (fol­
lowing OSI Application Layer Structure principles) against feasibility (not
too many new protocols to be developed). From first to last solution, the
technical elegance decreases while the feasibility increases.

1. definition of an interface (SS7 Intermediate Service Part) between the
ISCP architecture and the SS7 SCCP and MTP. This interface must
provide equivalent addressing parameters as the collection of OSI Pre­
sentation, Session and Transport Layer addresssing parameters



2. using a new protocol based on the OSI ACSE: the Signalling Associ­
ation Control Service element (SACSE). Also, this protocol probably
will be based on the SS7 TCAP so that a direct mapping on the SCCP
is possible

3. using the SS7 TCAP so that a direct mapping onto the SCCP is possi­
ble. Disadvantages in this case: the call control and connection control
functions will be ROSE-based and TCAP provides less addressing ca­
pabilities in comparison to ACSE

4. using TCAP and an adapted version of ISUP: TCAP to be used for
the call control part of the ISCP architecture and an adapted version
of ISUP for the connection control part. Then, the call control part
can be mapped onto the SCCP and the connection control part onto
the MTP level 3



PREFACE

The ISDN Signalling Control Part (ISCP) is a new network signalling pro­
tocol to be developed for the ISDN. The Signalling project group within
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would like to thank Ir. K. Keskin who helped me with the beginning of my
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Next, I would like to thank Ir. J.M. van Loon and Ir. R.C. van Wuijtswinkel
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1 INTRODUCTION

To set up, maintain, and release a (telephone) connection between two sub­
scribers, transfer of information is needed between the subscriber and a local
exchange and between exchanges in the network. This transfer of informa­
tion is called "signalling". In the case of telephony, for example, signalling
information is generated by sealing a hookcontact, turning a dial, or pushing
a groundkey.
Signalling information is composed of two parts: call control and connec­
tion control. Call control is used, among others, to examine whether the
called party has the appropriate equipment to receive the requested service
of the calling party and whether the called party is attainable; call control
information has end-to-end significance. Connection .control is used to set
up and release bearer connections; connection control information has link­
by-link significance.

The ISDN User Part (ISUP) is the current network signalling protocol
used for the Integrated Services Digital Network (ISDN). The ISDN
is a digital telecommunication network with which a variety of services can
be offered. The total set of protocol standards for ISDN network signalling
which is being implemented in telecommunication networks worldwide is the
Signalling System No.7 (SS7).
When using ISUP, call control information and connection control informa­
tion are transferred simultaneously. A consequence of this is, that, when the
called party is not attainable or can not handle the requested service of the
calling party, the connection is established while not being used. So, in this
case network resources are waisted.

Future signalling needs, like the possibility of a call being composed of more
than one service component (speech, video, data, etc.), showed the limits
of the existing ISUP. These signalling needs lead to the development of the
"separated ISUP" (ISUP-S) . In this new protocol the control of the
call and the control of the bearer connections are separated.
This separation of call and connection control has some major advantages,
like:

• the possibility of negotiating on call acceptance before the connec­
tion has been set up ("look ahead procedure"), which avoids waisting
network resources
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• a flexible and efficient support of multimedia calls (calls composed of
more than one service component); it is possible to release or add ser­
vice components, without releasing the call. Each service component
could be supported by a separate bearer connection

The ISUP-S should be able to adapt itself to the numerous evolutions of the
ISDN (in terms of network structure, supplementary services, etc.). There­
fore, it was agreed that the ISUP-S should be modular and structured. This
leads to:

• identification of three sets of functions; connection control, call control
and control of supplementary services associated to the call

• identification of the ISUP-S as a "signalling" application from an ISO
point of view and therefore to structure it according to the OSI Ap­
plication Layer Structure (OSI ALS) [2]

From these requirements, it is obvious that an entirely new signalling pro­
tocol will be developed. To avoid confusion, the term ISDN Signalling
Control Part (ISCP) will now be used to designate this new part of SST.
The development of the ISCP is still in an early stage and covers a large
area of investigations.
The objective of this report is to draft addressing concepts for the ISCP,
so that the existing ISCP architecture can be mapped onto the Signalling
System No.7 network protocols Message Transfer Part and Signalling
Connection Control Part (SCCP).

From the above, it is obvious that the ISCP will have to meet OSI ALS
and SST principles. Therefore, the ISCP addressing concepts will be based
on both OSI and SST addressing concepts.
So, first the OSI Application Layer Structure and the SST protocol architec­
ture are discussed, in chapter 2 and 3, respectively. Chapter 3 also provides
part of the addressing concepts for the SST MTP level 3 and SCCP proto­
cols, to clarify the functions of these SST protocols.

Next, OSI addressing concepts, the rest of the SST addressing concepts,
and existing addressing relations between OSI and SST, are elaborated in
chapter 4.

Thereafter, in chapter 5, solutions are given for mapping the ISCP archi­
tecture, following as much as possible the OSI ALS principles, onto the SST
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MTP and SCCP protocols. This mapping is provided by means of mapping
addressing parameters of ISCP architecture elements onto addressing para­
meters of the SS7 MTP level 3 and/or SCCP.

Finally, reconunendations will state the most appropriate way to continue
the investigations related to addressing concepts for the ISDN Signalling
Control Part.
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2 OSI APPLICATION LAYER STRUCTURE

In the late 1970s, the International Standardization Organization
(ISO) started work on an Open Systems Interconnection (OSI) frame­
work for the data conummications enviromnent. OSI provides a reference
model, which defines a framework or discipline for providing a communi­
cation infrastructure that may be used by any application in a distributed
processing enviromnent.

OSI also specifies a set of conunon protocol standards, which provide uni­
form communication capabilities independent of the precise nature of the
application. As the nameOSI suggests, its aims are to allow any user with
the conununication capabilities provided by the ISO-standardized protocols
to access the widest variety of applications.

A part of the OSI Reference Model, the Application Layer, is of special
interest when considering the ISDN Signalling Control Part (ISCP). This
signalling protocol, namely, will have to meet the OSI Application Layer
principles. Therefore, the OSI Application Layer concepts are discussed.
First, however, a brief overview of the OSI Reference Model is provided.

Finally, two common Application Service Elements (ASEs), both of
which probably will be part of the ISCP architecture, the Remote Opera­
tions Service Element (ROSE) and the Association Control Service
Element (ACSE), are elaborated. At the end, the most interesting items
are summarized.

2.1 OSI Reference Model

The key aspects of the OSI Reference Model are layering, services, and pro­
tocols. Each layer of the Reference Model is a collection of functions that
provide layer services to its user, the layer above. These services allow access
to the functions performed by that specific layer plus the cumulative effect
of the services from underlying layers.

Protocols are "rules of communication" by which entities, when present
in the same layer, communicate to cooperatively perform their layer service.
These entities perform their layer service for the benefit of their users, the
layer(s) above. Some of the mentioned above, is depicted by figure 1.
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Now, the structuring of the Application Layer into different kind of ele­
ments is discussed. A distinction is made between elements representing
specific communication capabilities and elements used for control purposes.

2.2.1 Relationship between Application Process, Application En-
tity and Application Service Elements

The Application Layer must be able to perform the functions necessary to
communicate any information the Application Process (AP) needs con­
veyed to another Application Process. Thus, unlike the other OSI layers,
the Application Layer must provide functions that are application specific.

Within an AP different activities can be discriminated. Such activities are
called Application Process Invocations (APIs). When an API wants
to communicate with another AP, for example to collect a file, it will use an
Application Entity (AE) to set up an association with an API belonging
to the other AP.

The specific use of an AE, related to one certain API, is called Appli­
cation Entity Invocation (AEI) (figure 2). This figure shows a case in
which, for simplicity reasons, an AP is composed of only one AE.

AP-Invocatlon

AE

AE·
INV.

AE·lnvocatlon

Association

AEk--+-----+-.......,

Figure 2: Application Process Invocations and Application En­
tity Invocations
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An AEI can be described as a representation of the communication ca­
pabilities that are available to one specific API. The relationship between
two AEIs is called an Application association and offers the possibility
of communication between the relevant AEIs/APIs.

The basic component of the AE is an Application Service Element (ASE).
This is an element that defines a function or set of functions to help accom­
plish Application communication.

The wayan Application association uses the capabilities offered by the AEs
can be different per association. During the Application association set-up,
the AEIs determine which functionality must be supported by the Appli­
cation association. For this purpose, a selection is made from the ASEs
present in the AE for this association.

Several ASEs have been standardized. There are ASEs for File Transfer
(FTAM), Message Handling (MHS), Management (CMIP), etc. Because
these ASEs represent specific services they are called "specific ASEs".

Two ASEs are of special interest. The Association Control Service Ele­
ment (ACSE) is a special ASE that is always included in the set of ASEs.
Because of this it is called a "common ASE". This ASE sets up, maintains
and releases Application associations.

The other special ASE is the Remote Operations Service Element (ROSE).
This is also a common ASE. This ASE is not directly used by an Application
Process, but by other ASEs for the management of operations, for example
collecting data from a database located elsewhere, and error situations.

ROSE procedures need to cooperate with ACSE functions. ACSE, namely,
has to set up an Application association, whereafter ROSE can use this as­
sociation and handle the request for an operation.

The selection of the ASEs and other agreements (for example about the
structure of the information to be exchanged over the association) related
to the Application association, are determined during the Application as­
sociation set-up by means of the Application Context. After the estab­
lishment of an Application association between two AEIs, both sides are
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familiar with the Application Context and will act in accordance with the
agreements standardized by this Application Context.

2.2.2 Control functions

An AEI can communicate with different other AEls simultaneously, using
multiple associations. In this case, different Application Contexts are known
in the relevant AEI. For each association a control element Single Associ­
ation Control Function (SACF) exists, which supervizes the activities
over the association.

Figure 3 shows the case in which three Application associations exist. One
is independent of the other two. The activities over both other associations
are related to each other. These activities are coordina'ted by the Multiple
Assciation Control Function (MACF).

AE-Invocation
r---------------------,
I MACF II

I
.--

I ASE1 I
.--

I ASE1 I I .--

I ASE1 II
I

SS S I
A IROSE I A IROSE I I A IROSE II
C C I C

IF

IACSE I
F IACSE I I F

IACSE II I
I I
I L...- L...- I L...-

L _____
----------- t-----..J

Appl ication-Association

Figure 3: An AEI can support more than one Application as­
sociation
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a condition to use ROSE-services. It specifies the specific operations of an
ASE as remote operations so that the execution of these operations can be
coordinated by ROSE. A ROSE-provider is the "element" which offers the
ROSE- services to the ROSE-user.

The following services are offered by ROSE:

• RO-INVOKE; this service offers a ROSE-user the possibility to re­
quest another ROSE-user to execute an operation

• RO-RESULT; this service gives the executing ROSE-user the pos­
sibility to state the result of a successfully executed operation to the
requesting ROSE-user

• RO-ERROR; by means of this service the executing ROSE-user can
state the result of a not successfully executed operation to the request­
ing ROSE-user

• RO-REJECT-U; by means of this service a ROSE-user can reject a
request (RO-INVOKE.request) or a reply (RO-RESULT.indication or
RO-ERROR.indication) of the other ROSE-user, when it has detected
a problem

• RO-REJECT-P; by means of this service the ROSE-user is informed
by the ROSE-provider of existing problems (the operation cannot be
executed)
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2.3.2 Association Control Service Element

The conununication between two Application Processes (APs) is described
in the OSI Reference Model by communication between Application Entities
(AEs). To be able to communicate, an association has to be set up between
these two AEs by the Association Control Service element (ACSE).

The initiating AP selects the 'remote' AE by passing addressing infonnation
to ACSE during the association set-up. Mter the association is established,
this association can be used for the exchange of information between both
APs.

An A eSE-user can be an ASE which uses the ACSE-services, for exam­
ple, file transfer by means of FTAM, or it can be an elsewhere in the AP
located "element" which uses the ACSE-services, like the exchange of man­
agement information by means of the management ASE CMIP.

Until now the function of ACSE is described only roughly. Next, the use
of ACSE is highlighted more in detail by describing the different ACSE­
services.

The following ACSE-services can be used by the ACSE-user:

• A-ASSOCIATE

• A-RELEASE

• A-ABORT

• A-P-ABORT

In relation to association control, two phases can be discriminated:

• a phase in which an association is set up; for this purpose the A­
ASSOCIATE service is used

• a phase in which an association is released; this can be done in different
ways. Depending upon the way the association is released, one of the
following services is used:

- A-RELEASE

A-ABORT

13



- A-P-ABORT

To set up an association

The A-ASSOCIATE service which is used to set up an association between
two Application Entity Invocations (AEls), is a so-called confirmed service
and therefore is composed of the following primitives:

• A-ASSOCIATE.request

• A-ASSOCIATE.indication

• A-ASSOCIATE.response

• A-ASSOCIATE.confirmation

Figure 4 depicts how these primitives are used by the ACSE-users.

ASSOCIATION-INITIATOR

ACSE

request

time

ASSOCIATION·RESPONDER

ACSE

indication

confirmation

Figure 4: The use of the A-ASSOCIATE primitives

Addressing information (for example to indicate with which AE an asso·
ciation must be established) and demands of the association-initiator in
relation to the association to be set up (for example the Application Con­
text) are, by parameters, passed to the ACSE in the A-ASSOCIATE.request
pi-imitive.1

lHowan ACSE-user attaches a value to a parameter is a local matter and not ofinterest
here.
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Next, the association-responder is informed of the request to establish an
association by an A-ASSOCIATE.indication primitive. Further information
about the association to be established, the association-responder gets from
the parameters which are passed with the indication primitive.

As a reply, the association-responder issues an A-ASSOCIATE.response
primitive. In this primitive is specified by parameters, among others, whether
the addressed ACSE-user accepts the association.

By means of the A-ASSOCIATE.confirmation primitive the association­
initiator is informed whether the responding ACSE-user can support the
requested association. When this is the case, the association is established.

An association set-up request cannot always be satisfied. Two probable
causes:

• the addressed ACSE-user cannot accept the association because of
various reasons. Example: the requested Application Context cannot
be supported

• the ACSE-provider, which offers the ACSE-services to the ACSE-user,
cannot set up an association due to problems

When the ACSE-provider cannot establish the association no indication
primitive is issued to the addressed ACSE-user, but a confirmation primitive
is generated directly (see figure 5).

One of the parameters belonging to this confirmation primitive states that
the association is not established. Besides, another parameter states the
reason for this.
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time

REQUESTOR

ACSE

A-ASSOCIATE.req

A-ASSOCIATE.conI

RESPONDER

ACSE

Figure 5: Time diagram when the ACSE-provider cannot estab­
lish the association

To release an association

When one of both ACSE-users wants to release the association and no data is
allowed to get lost, the A-RELEASE service can be used. The A-RELEASE
service is, like the A-ASSOCIATE service, a confirmed service. Thus, this
service is also composed of the four primitives (request, indication, response,
confirmation). The principle behind the A-RELEASE service is that an as­
sociation only is released when both ACSE-users approve it.

When one of both involved ACSE-users detects an irretrievable error, it
shall use the A-ABORT service to release the association. The A-ABORT
service is an tUlconfirmed service, so it is composed of the following primi­
tives:

• A-ABORT.request

• A-ABORT.indication

To release an association abruptly, the initiator issues an A·ABORT.request
primitive (see figure 6). The association is released abruptly and in most
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cases data will be lost.

REQUESTOR

ACSE

RESPONDER

ACSE

A-ABORT.request

time A-ABORT.indication

BFigure 6: The use of the A-ABORT primitives

The ACSE itself also issues primitives to release an association, namely
in the following cases:

• when ACSE detects internal problems; it then issues an A-ABORT
.indication primitive to both ACSE-users (see figure 7)

• when problems arize in the layers underneath the Application Layer
that cannot be solved; ACSE issues an A-P-ABORT .indication prim­
itive, the only existing A-P-ABORT service primitive, whereafter the
association is released. Data will be lost in most cases due to the
abrupt release of the association
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time

REQUESTOR

ACSE

A-ABORT.ind

RESPONDER

ACSE

A-ABORT.ind

Figure 7: Time diagram when ACSE uses the A-ABORT service

Finally, A CBE functional units are discussed briefly. Two functional units
can be distinguished:

• the Kernel functional unit; it offers the basic functionality and IS

present by default

• the authentication functional unit; it is an extension of the Kernel
functional unit. By using this functional unit also identification be­
tween ACSE-users is possible, for example for safety reasons

In relation to services to be offered, there is only a small difference between
both functional units. For identification purposes one or more parameters
belonging to certain service primitives must be added to the parameter list.
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Addition to the ACSE-standard: connectionles8 ACSE

In the case of connectionless ACSE only one ACSE service exists, namely
the A-UNIT-DATA service. This service is unconfirmed, so the following
primitives can be distinguished:

• A-UNIT-DATA.request

• A-UNIT-DATA.indication

This service cannot be used over an already established association. Thus,
it is not possible to set up an association with the A-ASSOCIATE service
to use the A-UNIT-DATA service thereafter.

By means of the connectionless ACSE mode it is possible to send a data
package between two AEls, in opposition to the connection-oriented ACSE,
where ACSE was used only for association control.

Together with the data, a number of parameters is passed along in the A­
UNIT-DATA.request primitive; the set parameters is almost identical to the
set used for the A-ASSOCIATE.request primitive of the connection-oriented
ACSE.

Another difference between the connectionless and connection-oriented ACSE
is that in the connectionless mode no negotiations take place about the
Application Context (choice of needed ASEs, etc.); the requestor namely
expects that the requested Application Context can be supported by the
responder.

Besides, the Application Context is only valid for the data send by the A­
UNIT-DATA service. Thus, the Application Context must be passed again
and again with each A-UNIT-DATA.request primitive.

Finally, the relationship between the ACSE and the Presentation Layer ser­
vice is discussed:

• ACSE uses the connection-oriented Presentation service to set up and
release Application associations between two Application Entities

• ACSE uses the connectionless Presentation service when the applica­
tion wants to send data in the connectionless mode
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2.4 Summary

The ISDN Signalling Control Part (ISCP) will be structured according to
the OSI Application Layer principles. In relation to this, the follwing can
be stated:

• the ISCP protocol will be structured into Application Entities (AEs}j
each AE provides a specific set of communication functions for an
Application Process (AP). An Application Process is the actual service
being used

• an Application association offers the possibility of communication be­
tween two Application Process Invocations (APIs), which represent
specific activities within Application Processes..The communication
between two APIs is established by means of communication between
related Application Entity Invocations (AEIs}j an AEI is the specific
use of an AE, related to one certain API

• Application Entities are structured into Application Service Elements
(ASEs). An ASE is an element that defines a function or set of func­
tions to help accomplish Application communication.
ASEs can be divided in into specific ASEs and common ASEs. Specific
ASEs represent specific services like file handling, management, etc.
Common ASEs are special ASEs that are always included in the set
of ASEs used for Application communication

• two common ASEs exist: ROSE and ACSE. The purpose of ROSE is
the management of operations and errors of distributed ASEs in an
OSI network; to handle the request for an operation, ROSE needs to
use an Application association. The purpose of ACSE is to set up and
release Application associations. This is called connection-oriented
ACSE

• An addition to this ACSE-standard exists: the connectionless ACSEj
it offers the possibility of sending data packages between AEIs and can
not be used over an already established Application association (or: it
cannot be used in combination with the connection-oriented ACSE)

• the connection-oriented ACSE uses the connection-oriented Presenta­
tion service to set up and release Application associations and the con­
nectionless ACSE uses the connectionless Presentation service when
data needs to be sent in the connectionless mode
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• within the Application Layer Structure control elements exist which
supervize the activities over an established Application association- the
Single Association Control Function (SACF)- and coordinate activi­
ties over related Application associations, called Multiple Association
Control Function (MACF)

• the OSI Application Layer is structured modularly with each function
neatly labeled and boxed. This makes it easy to include the appropri­
ate functions in the model. Thus, the OSI Application Layer Stucture
offers flexibility and ease of expansion
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3 SS7 PROTOCOL ARCHITECTURE

Signalling in the ISDN, when viewed as an end-to-end capability, has two
distinct components:

• signalling between the user and the network node to which the user
is connected (access signalling); the current set of protocol stan­
dards for ISDN access signalling is known as the Digital Subscriber
Signalling system No.1 (DSS1)

• signalling between the network nodes (network signalling); the cur­
rent set of protocol standards for ISDN network signalling is known as
the Signalling System No.7 (SS7)

Both signalling systems are international standards adopted and published
by the CCITT. Because only the network signalling part of the ISCP archi­
tecture will be examined, in chapter 5, the DSS1 is not discussed.

When considering the addressing concepts to be drafted for the ISCP, the
part ofSS7 that is of interest is the part from level 3 upward. The ISCP ar­
chitecture, namely, will be mapped onto the SS7 Message Transfer Part
(MTP) level 3 and the Signalling Connection Control Part (SCCP).

First, a brief overview of the complete Signalling System No.7 is given.
Thereafter, respectively, the SS7 Network Service Part (NSP) and SS7
User Parts -situated at the upper layers- are discussed. In relation to
MTP level 3 and SCCP, among others, part of the addressing concepts are
elaborated to be able to describe the functions of these protocols in detail.
Finally, at the end, this chapter is summarized.

3.1 Signalling System No.7

Around 1975, CCITT began work on the Signalling System No.7 to provide
a signalling system for digital trunks. Around the same year, the layered
approach to designing protocols was being developed for OSI data trans­
port, and its value was recognized for signalling applications. Furthermore,
technology had advanced to such a point that the "inefficiencies" associated
with layered protocols were far outweighed by their flexibility in realization
and management of complex functions.
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The development of the SS7 protocol has in many respects been determined
by the special needs of telephone signalling (in contrast with general data
communication needs), its evolution, however, has been influenced by the
need to encompass a broader role and become more aligned, where appro­
priate, with the seven-layer OSI Reference Model.

Figure 8 shows the relation between the components of the SS7 protocol.
As stated earlier, following osr naming principles, the Physical Layer and
Data link Layer (MTP level! and MTP level 2) properties are not of interest
here and therefore not discussed. For an overall picture of the SS7 proto­
col architecture these layers are included in the figure. From the Network
Layer upward, the SS7 protocol architecture is composed of the following
components:

• the Network Sevices Part (NSP); it consists of the Message Trans­
fer Part (MTP) and the Signalling Connection Control Part
(SCCP)

• the Intermediate Service Part (ISP); it represents the collection of
functions provided by the Transport, Session and Presentation Layers
of the OSI Reference Model. This SS7 component is still undefined
and therefore the Transport, Session and Presentation Layers are null­
layers

• the User Parts; there are three major User Parts namely the ISDN
User Part (ISDN-UP or ISUP), the Transaction Capabilities
Application Part (TCAP) and the Operations, Maintenance
and Administration Part (OMAP). Other User Parts like the
Telephone User Part (TUP) and the Data User Part (DUP)
are not shown as their functionalities are already provided in the rsup
protocol

The components, mentioned above, are depicted in the figure below.
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3.2 Network Service Part

As mentioned earlier, the Network Service Part is composed of the MTP
and the SCCP. The splitting of the OSI Network functions into MTP level
3 and SCCP has advantages in the sense that the higher-overhead SCCP
services can be used only when needed. Thus, it allows the more efficient
MTP to serve the needs of those applications that can use a connectionless
message transfer with limited addressing capabilities.

In general, the following applies in relation to the exchange of addressing
information:

• a protocol message, exchanged between two peers (protocol entities at
the same level), consists of Protocol Controllnformation (PCI)
and Service Data Units (SDUs)

• the PCI supports the joint operation of protocol peer entities (level x
protocols) communicating with each other. It contains, among others,
addressing information

• the snu contains a certain amount of information, among others ad­
dressing information, from the protocol 'user' (level (x+l) protocol)
which has to be transferred between two nodes using the service of the
protocol

• PCI and snus are put together and transferred as a message

• the peer-to-peer exchange of addressing information between the level
(x+l) protocols, depicted by 4, is realized by the exchange of address­
ing information following the 'path' from 1 via 2 to 3

• the exchange of addressing information by 1 and 3 is by means of
service primitives

• the peer-to-peer exchange of addressing information by 2 and 4 is by
means of messages, also called Protocol Data Units (PDUs)

This is depicted in figure 9.
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level (x+l) peer·to>peer level (x+l)
protocol 4 protocol

1 3

level x 2 level x
protocol peer-to>peer protocol

Figure 9: Exchange of addressing information

Now, respectively, the level 3 MTP and the SCCP are,elaborated.

3.2.1 Message Transfer Part level 3

The overall purpose of the Message Transfer Part is to provide a reliable
transfer of signalling information across the signalling network. It also must
have the ability to take necessary actions in response to system and network
failures to ensure that reliable transfer is maintained.

The MTP signalling network functions (MTP level 3) correspond to the
lower half of the OSI Network Layer and they provide the functions and
procedures for the transfer of messages between signalling points. These
signalling points are the nodes of the signalling network. The signalling
Network functions can be divided into two basic categories:

• signalling message handling

• signalling network management

The division of these functions and their interrelationship is depicted in fig­
ure 10.
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When a message comes from an MTP user or is originated by MTP, the
choice of the particular signalling link on which it is to be sent is made by
the message routing function. When a message is received from level 2, the
discrimination function is activated, and it determines if it is addressed to
another signalling point or to itself based on the DPC in the message. IT the
received message is addressed to another signalling point and the receiving
signalling point has the transfer capability, i.e., the Signal Transfer Point
(STP) function, the message is sent to the message routing function.

IT the received message is addressed to the receiving signalling point, the
message distribution function is activated. It will then deliver the message
to the appropriate MTP user or MTP level 3 function based on the Service
Indicator (SI) field of the SIO.

Message routing is based on the Destination Point Code and the Signalling
Link Selection in most cases. Generally, more than one signalling link can
be used to route a message to a particular Destination Point. The selection
of the particular link to use is made by means of the SLS field. For mes­
sages that should be kept in sequence, the same SLS code is used so that
the messages follow the same path.

The Service Information Octet, or parts of it (the SI or the NI) is used
for message routing purposes. The Network Indicator is specifically used to
discriminate between national and international signalling messages.

The MTP addressing parameters transferred by means of service primitives
are elaborated in chapter 4.

Signalling Network Management

The purpose of the signalling network management functions is to provide
reconfiguration of the signalling network in the case of signalling link or
signalling point failures and to control traffic in the case of congestion or
blockage. The objective is that, when a failure occurs, the reconfigurations
are carried out so that messages are not lost, duplicated or put out of se­
quence and that message delays do not become excessive.

As shown in figure 10, signalling network management consists of three
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In addition to enhanced addressing capabilities, SCCP provides four classes
of service, two cOlUlectionless and two connection-oriented:

• class 0: Basic connectionless class

• class 1: Sequenced (MTP) connectionless class

• class 2: Basic connection-oriented class

• class 3: Flow control connection-oriented class

In class 0 service, a user-to-user information block, called a Network Service
Data Unit (NSDU), is passed by higher layers to SCCP in the node of origin;
it is transported to the SCCP function in the destination node in the user
field of an N-UNIT-DATA message. At the destination node it is delivered
by SCCP to higher layers. The NSDUs are transported independently and
may be delivered out of sequence. Thus, this class of service is pure connec­
tionless.

In class 1, the features of class 0 are provided with an additional feature
that allows a higher layer to indicate to SCCP that a particular stream of
NSDUs should be delivered in sequence. SCCP can accomplish this by asso­
ciating the stream members with a "sequence control" parameter and giving
all messages in the stream the same SLS code.

In class 2, a bidirectional transfer of NSDUs is performed by setting up
a temporary or permanent signalling connection (virtual circuits through
the signaling network). Messages belonging to the same signalling connec­
tion are given the same SLS code to ensure sequencing. In addition, this
service class provides a segmentation and reassembly capability which can
be used when NSDUs are longer than 255 octets.

In class 3, the capabilities of class 2 are provided with the addition of flow
control. Also the detection of message loss and mis-sequencing is provided.
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The structure of SCCP is illustrated in figure 11 and consists of the folowing
four functional blocks:

• SCCP connection-oriented control (SCOC); it controls the es­
tablislunent and release of signalling connections and provides for data
transfer on signalling connections

• SCCP connectionless control (SCLC); it provides for the connec­
tionless transfer of data units

• SCCP management (SCMG); it provides capabilities beyond those
of MTP to handle the congestion or failure of either the SCCP user
or the signalling route to the SCCP user. With this capability, SCCP
can route messages to backup systems in the event failures prevent
routing to the primary system

• SCCP routing control (SCRC); it takes messages received from
MTP or other SCCP functional blocks and performs the necessary
routing functions to either forward the message to MTP for transfer
or pass the message to other SCCP functional blocks

As can be seen from figure 11, the SCCP routing control (SCRC) receives
messages from:

• the MTP for routing and discrimination, after the messages have been
received by the MTP from another node in the signalling network

• SCCP connection-oriented control (SCOC) and SCCP connectionless
control (SCLC). The SCRC performs any necessary routing functions
(address translation) before passing the messages to the MTP for
transport in the network or back to SCOC or SCLC

These two cases are now elaborated.

Messages from the MTP to scep routing control

A message received from the MTP that requires routing will include the
"called party address" parameter. If this parameter is used for routing, it
can take the following information:

32



1. SSN onlYi this indicates that the receiving SCCP entity is the termi­
nating point of the message. The SSN is used to determine the local
subsystem

2. GT only; this indicates that translation is required. Translation of the
global title results in an DPC for routing the message, and possibly
an SSN or new GT or both in the "called party address"

3. SSN + GTj in this case, information in the "address indicator" field
is used to determine whether the SSN or the GT should be used for
routing and processing via items 1 and 2 above, respectively

Messages from SCCP connection-oriented or connectionless con­
trol to SCCP routing control

Addressing information, indicating the destination of the message, IS m­
eluded in every internal message received from connection-oriented or con­
nectionless control. This addressing information can take the following
forms:

• DPC

• DPC + (SSN or GT or both)

• GT

• GT + SSN

The first form applies to connection-oriented mesages except the "connection
request" message. The other three forms apply to connectionless messages
and to the" connection request" message.

If the DPC is present in the addressing information, the DPC is passed
to the MTP using the MTP-TRANSFER request primitive and:

• if no other addressing information is available, no "called party ad­
dress" is provided in the message

• if an SSN or GT or both are available, this information is used in
the" called party address" with an indication which is to be used for
routing
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If the DPC is the node itself, the information is passed to the specified in­
ternal subsystem.

If the DPC is not present, then an GT translation is required before the
message can be sent out. Translation results in an DPC and possibly a
new SSN or a new GT or both. If the GT and/or SSN resulting from an
GT translation is different from the GT and/or SSN which was previously
included in the "called party address", the newly produced GT and/or SSN
replaces the existing one. The routing proceduxes then continue as discussed
above (when an DPC was present in the addressing information).

Figure 11 fuxther shows an SCCP management (SCMG) functional unit.
An SCMG message contains both "called and calling party address" para­
meters. The SSN value in both addresses depicts 'SCCP management'. The
SCCP management uses the connectionless SCCP services.

Finally, some piece of addressing information, exchanged peer-to-peer, within
the Network Protocol Control Information (NPCI) is discussed. The NPCI
contains an SCCP local reference number (source/destination) which
uniquely identifies, within a node, a signalling network connection. It is an
internal working number chosen by each node independently from the desti­
nation node. It is only used in the case of connection-oriented SCCP. These
local reference numbers or 'connection reference numbers' are used duxing
the data transfer/release phase to be able to distinguish among different
connections.

Signalling networks consist of signalling points and signalling links connect­
ing the signalling points together. When two nodes are capable of exchang­
ing signalling messages between themselves through the signalling network,
a signalling relation is said to exist between them. Because of the relevancy
in relation to the discussed SS7 Network Service Part, "signalling modes"
are discussed briefly.

Signalling networks can use three different signalling modes, where "mode"
refers to the association between the path taken by the signalling message
and its corresponding signalling relation:
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• the associatedmode; the messagescorrespondingto a signalling
relationbetweentwo pointsareconveyedover a link set directly inter­
connectingthosetwo signallingpoints (SPs)

• the non-associatedmode; the messagescorrespondingto a sig­
nalling relation betweentwo points are conveyedover two or more
link setsin tandempassingthroughoneor moresignallingpointsother
thantheorigin andthe destinationof themessages(SignallingTransit
Points)

• the quasi-associatedmode; this is an associatedsignalling mode
where the path takenby the messagethroughthe signallingnetwork
is predeterminedandfixed, like in the associated,mode,exceptfor the
reroutingcausedby failure and recoveryevents

The differencebetweenthe associatedmode and the non(quasi)-associated
modeis clarified by figure 123 .

'Thedifferencebetweenthe non- andquasi-associatedmode,seethe definitionsabove,
cannotbe shown in a figure.
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